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POLICY FOR INTERNATIONAL TRANSFER OF 
PERSONAL DATA 

1. INTRODUCTION 

1.1. Companhia Energética de Minas Gerais - Cemig and its wholly-owned subsidiaries, 

including Cemig Distribuição S.A. (“Cemig D”) and Cemig Geração e Transmissão S.A. 

(“Cemig GT”), hereinafter referred to as “Cemig”, have assumed the commitment to 

value privacy and data protection of its employees, collaborators, service providers, 

suppliers, customers and other third parties with whom it interacts. 

1.2. Aiming to ensure compliance with Law No. 13.709/2018, from August 14, 2018, 

(“General Personal Data Protection Law” or “LGPD”), Cemig has developed a privacy 

and data protection environment, assigning activities and responsibilities over lifecycle 

management of Personal Data at all levels of the organization. 

1.3. The matter of processing of Personal Data to be transferred abroad deserves 

protection and justifies the existence of a specific policy for this purpose. 

2. PURPOSE 

2.1. The purpose of this Policy is to establish a uniform process related to the international 

transfer of Personal Data, ensuring proper implementation of controls and conditions 

enabling compliance with the General Data Protection Law. 

3. APPLICATION 

3.1. This Policy applies to Cemig, Cemig D, Cemig GT and other wholly-owned 

subsidiaries, and the procedures provided for therein must be applied in all situations of 

international transfer of Personal Data. 

4. CONCEPTS AND DEFINITIONS 

4.1. Holder of Data: Individual to whom refers the personal data used by the Company 

(employees, collaborators, service providers, suppliers, customers and other third parties 

with whom it interacts). 

4.2. Personal data: All information related to the individual, identified or identifiable. 

4.3. National Data Protection Authority - ANPD: Body of the federal government, part 

of the Presidency of the Republic, which is responsible for inspecting and applying 

sanctions in case of data processing carried out in breach of the legislation, through an 

administrative process ensuring the adversary proceeding, the full defense and the right 

of appeal. 

4.4. Person in Charge for Processing Personal Data: This person operates as a 

communication channel between the controller, the Holders of Data and the National Data 
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Protection Authority – ANPD, as defined in the General Data Protection Law – LGPD, 

being represented, at Cemig, by the Deputy Director of Compliance Management, 

Corporate Risks and Internal Controls. 

5. PRINCIPLES 

5.1. Cemig carries out the activities of processing Personal Data always respecting good-

faith and the following principles of the General Data Protection Law: 

5.1.1. Purpose: Carrying out the processing of Personal Data for lawful, specific and 

explicit purposes, without the possibility of further processing, in a way that is 

incompatible with the purposes that were presented to its Holder. 

5.1.2. Adequacy: Carrying out the processing of Personal Data according to the purposes 

informed to its Holder and in the context of the processing. 

5.1.3. Need: The processing of Personal Data is limited to the minimum necessary to 

achieve the purposes, and its use is relevant and proportional to the intended treatment. 

5.1.4. Free access: Ensuring the Holder of the Personal Data easy and free consultation 

about the use of their data. 

5.1.5. Data quality: The Personal Data shall be updated and clear, according to the need 

and to comply with the purpose of the processing. 

5.1.6. Transparency: Providing the Holder of Data clear, accurate and easily accessible 

information about the processing of their Data. 

5.1.7. Safety: Using technical and administrative measures aimed at protecting Personal 

Data from unauthorized access and from accidental or unlawful situations of destruction, 

loss, alteration, communication or dissemination. 

5.1.8. Prevention: Adopting measures to prevent the occurrence of damages due to the 

processing of Personal Data. 

5.1.9. Non-discrimination: Failure to process Personal Data for discriminatory, unlawful 

or abusive purposes. 

5.1.10. Liability and accountability:  Adopting effective measures capable of proving 

respect and compliance with the Personal Data protection rules and the effectiveness of 

these measures. 

6. PRIVACY POLICIES OF CEMIG 

6.1. This document is guided pursuant to the Privacy Policies of Cemig containing 

information on the types of Personal Data collected, collection methods, purpose and 

legal bases for their treatment, as well as on the rights of the Holders of Personal Data. 
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7. EVENTS OF INTERNATIONAL TRANSFER OF 
PERSONAL DATA 

7.1. Countries or international organizations providing a level of protection of 

Personal Data adequate to that provided for in the LGPD 

7.1.1. The transfer of Personal Data may occur to all countries or international bodies 

defined as appropriate by the National Data Protection Authority - ANPD.  

 

 

7.2. Upon evidence of principles and guarantees of LGPD 

7.2.1. The international transfer of Personal Data can only take place when Cemig obtains 

evidence that the recipient of the Personal Data shall comply with the principles, the rights 

of the Holders of Data and the data protection regime provided for in LGPD. 

7.2.2. This evidence may occur in one of the following:  

• Using standard contractual clauses defined by ANPD;  

• Presenting, by the entity receiving the information, seals, certificates and codes of 

conduct regularly issued, provided that they have been previously verified by 

ANPD; 

• Executing, between Cemig and the data recipient, global corporate norms, verified 

by ANPD, defining the conditions for the international transfer; 

• Signing agreements with specific clauses on data transfers, provided that they are 

previously verified by ANPD. 

7.2.3. For all cases in which an approval or verification by ANPD is necessary, the request 

must be forwarded to the Person in Charge for Processing Personal Data and, only after 

his/her return, the transfer can be started. 

7.2.4. Specific agreements must have, at a minimum, the following provisions:   

• Obligations of the transferor of Personal Data, such as: (a) guaranteeing 

transparency to the Holder of Data with regard to the treatment to be carried out 

of the data; (b) having a structure to comply with the requests of the Holder of 

Personal Data, pursuant to art. 18 of LGPD and ANPD; (c) registering the 

processing of data; (d) making a copy of the contractual clauses regarding privacy 

available to ANPD and, eventually, to the Holders of Personal Data, provided that 

confidential information or business secrets are deleted.  

• Obligations of the recipient of Personal Data, such as: (a) complying with the 

principles provided in the Brazilian General Data Protection Law; (b) adopting 

necessary technical and administrative measures to protect Personal Data against 

accidental or unlawful destruction, accidental alteration and unauthorized 

disclosure or access; (c) undertaking and ensuring any third party that may have 

access to Personal Data to also adopt the same measures to protect Personal Data; 
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(d) maintaining a structure to comply with the rights of the holders of Personal 

Data, similarly to what is provided for in LGPD.  

• Provisions forcing the importer of Personal Data to provide information related to 

the processing of Personal Data for the purpose of complying with the 

requirements of ANPD, assisting in defenses before judicial or administrative 

bodies, and for complying with the rights of the holders of Personal Data. 

• Clause providing full responsibility to a third party for the compensation of any 

and all damages that Cemig may have, if held liable before ANPD or by any 

judicial or administrative authority, due to irregularities in processing Personal 

Data thereby caused. 

• Procedures to be adopted upon termination of the agreement, containing: (a) cases 

of suspension of the use of Personal Data; (b) cases of deletion or destruction of 

Personal Data after completion of the purpose. 

• Detailed description of the transfer of Personal Data, providing: (a) information 

on the purpose of the transfer of Personal Data; (b) information about the 

categories of Personal Data transferred; (c) information about the recipients who 

shall have access to Personal Data; (d) criteria for the protection of Personal Data 

that shall be applied by the recipient abroad; (e) the person responsible for 

complying with the rights related to the protection of Personal Data; (f) security 

mechanisms used by the recipient of Personal Data to ensure its protection. 

7.2.5. Amendments to the minimum contractual provisions mentioned in sub-item 7.2.4, 

as a result of requests from the counterparty, must be previously authorized by the Data 

Protection & Privacy Committee (DPPC). 

 

 

7.3. International Legal Cooperation  

7.3.1. The international transfer may occur when it is necessary for international legal 

cooperation between public intelligence, investigation and prosecution agencies, under 

the terms of International Law and related legislation in force in Brazil. 

7.3.2. International transfers must be previously approved by the Data Protection & 

Privacy Committee (DPPC) 

 

 

7.4. Consent of the Holder of Personal Data 

7.4.1. The international transfer of Personal Data is possible when the holder provides 

his/her specific and highlighted consent.  

 

 

7.5. Compliance with Legal or Regulatory Obligation 
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7.5.1. The international transfer may be carried out to comply with a legal or regulatory 

obligation.  

7.5.2. The Person in Charge for Processing Data shall be informed for registration 

purposes. 

 

 

7.6. Regular Exercise of Rights 

7.6.1. It is included in the events of possibility of international transfer the Personal Data 

necessary to the regular exercise of rights, in legal or administrative proceedings of which 

Cemig is part, including working acts. 

7.6.2. The Person in Charge for Processing Data shall be informed for registration 

purposes. 

 

 

7.7. Execution of Agreements 

7.7.1. The international transfer may occur if it is necessary for the compliance with the 

agreement entered into between Cemig and the Holder of Data. 

7.7.2. The Person in Charge for Processing Data shall be informed for registration 

purposes. 

 

 

7.8. Other Contexts 

7.8.1. For exceptional cases not provided in this instrument, the Data Protection & Privacy 

Committee (DPPC) may authorize the international transfer of Personal Data, for example 

in cases authorized by ANPD, for the protection of the life or physical safety of the Data 

Subject or of third parties, or even compliance with international agreements or the 

execution of public policies. 

8. RESPONSIBILITY OF CEMIG 

8.1. Cemig is responsible for ensuring legal compliance applicable to data protection, 

when carrying out an international transfer of Personal Data. 

8.2. All Cemig employees, collaborators and/or service providers who process Personal 

Data are responsible for the protection and compliance of Personal Data with legal 

policies and procedures. 
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9. RECORDS OF OPERATIONS OF PROCESSING 

9.1. Cemig must keep all records of the operations for processing Personal Data it carries 

out, including international transfers. 

9.2. Each person responsible for a business area must inform the Person in Charge for 

Processing Personal Data of any change in their data processing processes involving 

international transfer. 

10. FINAL PROVISIONS 

10.1. For the avoidance of doubts on this Policy, the Holder of Data may contact CEMIG 

through the email privacidade@cemig.com.br. 

10.2. This Policy may be updated whenever necessary.  

 
 

* Policy approved by the Board of Directors on July 16, 2021 
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